
Apendix-1: Personal Data Categories 

Data of Identity Data such as name-last name, date of birth, place of birth, TR ID number, passport number, 

gender which overtly belongs to a real person whose identity is certain or can be specified; 

which are processed partly or completely in a non-automatic manner or automatically as a 

part of the data registration system. 

Data of Contact 

Information 

Data such as telephone number, address, e-mail, fax number, IP address which overtly 

belongs to a real person whose identity is certain or can be specified; which are processed 

partly or completely in a non-automatic manner or automatically as a part of the data 

registration system. 

Customer Data Data produced and acquired as a result of our commercial activities and the operations of our 

work units in this framework such as occupation and customer category, etc.; which overtly 

belongs to a real person whose identity is certain or can be specified which are processed 

partly or completely in a non-automatic manner or automatically as a part of the data 

registration system. 

Data of Customer 

Operations 

Data according to utilization of our products and services and the requests and instructions 

required for the customers’ use of these, customer number and reservation data, which 

overtly belongs to a real person whose identity is certain or can be specified. 

Data of Physical 

Location Security 

Data of records of the entry and stay in the location and documents, visitor book records, 

entry exit logs, visiting data and camera records and such data which overtly belongs to a 

real person whose identity is certain or can be specified. 

Data of 

Operational 

Security 

Data that are processed for the commercial, legal, administrative, technical obligations while 

performing our commercial activities such as the data of an operation ascribed to the relevant 

person and the internet web site password that matches with and shows this person is 

authorized to do this operation, which overtly belongs to a real person whose identity is 

certain or can be specified . 

Data of Risk 

Management 

Data which overtly belongs to a real person whose identity is certain or can be specified. 

such as IP address, MAC ID that are processed by the methods used in accordance with the 

law of honesty and legal and commercial practices that are generally approved in order for us 

to manage our technical, commercial and administrative risks. 

Finacial Data  Data which overtly belongs to a real person whose identity is certain or can be specified such 

as information, documents, card data, balances of debts and receivables, bank account 

number, IBAN number etc. which shows financial results created according to the legal 

relationship that has been established with the person, which are processed partly or 

completely in a non-automatic manner or automatically as a part of the data registration 

system. 

Visual/Audial Data Data such as photograph and camera records, voice records and the data that are as the copy 

of the documents including personal data ; which overtly belongs to a real person whose 

identity is certain or can be specified; which are processed partly or completely in a non-

automatic manner or automatically as a part of the data registration system. 

 

Sensitive Personal 

Data 

Personal data that includes the nationality, ethnical background, political view, philosophical 

belief, religion, sect and other religions, clothing, membership to associations, foundations or 

unions, health, sexual life, data regarding his/her penalty condemnation and security 

precautions, and data includes her/his biometric and personal data. Example: allergy data, 

blood type, religion; which overtly belongs to a real person whose identity is certain or can 

be specified; which are processed partly or completely in a non-automatic manner or 

automatically as a part of the data registration system. 

 


